Halten Sie Ihr Computer-System immer auf dem neuesten Stand!
Angreifer nutzen meist neu entdeckte Sicherheitslücken auf Ihrem Computer, um ihre Schädlinge zu installieren.

Überprüfen Sie die Einstellungen Ihrer Internet-Programme!
Über Internet Browser und E-Mail-Programm stellen Sie den Kontakt zum Internet her. Deshalb verdient die Zuverlässigkeit und Sicherheit dieser Programme Ihre verstärkte Aufmerksamkeit.

Zügeln Sie Ihre Neugier!
Die meisten Schäden auf Computersystemen werden durch Unachtsamkeit seiner Benutzer hervorgerufen! Angreifer versuchen über fingierte E-Mails den Computernutzer zum Aufruf von Schadensprogrammen zu verleiten.

Benutzen Sie immer ein aktuelles Virenschutzprogramm!
Ein Virenschutzprogramm sollte immer im Hintergrund aktiv sein. Mindestens einmal in der Woche sollte man das Virenupdate durchführen.

Sichere Passwörter verwenden!
Verwenden Sie die Benutzerverwaltung mit Passwörtern. Damit haben nur Personen Zugriff auf den Computer, die in der Benutzerdatenbank eingetragen.

Gehen Sie nicht mit Administratorrechten ins Internet!
Surfen Sie nie mit Administratorrechten! Die meisten Anwender bieten ungewollt Angreifern ein weites Betätigungsfeld, da sie mit Administratorrechten im Internet unterwegs sind.

Verwenden Sie ein leistungsfähiges Dateisystem!

Brandschutz!
Mit einer Firewall schotten Sie Ihren Computer vom Internet ab.

Datensicherung!
Nicht nur Viren und Würmer, auch schadhafte Hardware und Fehlbedienung können den Verlust von Daten nach sich ziehen. Beugen Sie dem Datenverlust durch regelmässige Datensicherung vor.